Safeguarding and Welfare Requirement: Child Protection

The safeguarding policy and procedures must include an explanation of the action to be taken in the event of an allegation being made against a member of staff, and cover the use of mobile phones and cameras in the setting.
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Use of mobile phones, cameras, smart watches and 
      social media (e-safety)
Policy statement                                                                                                                                       St Michael’s Pre-school

We take steps to ensure that there are effective procedures in place to protect children, young people, and vulnerable adults from the unacceptable use of mobile phones, tablets, smart phones and cameras in the setting and the inappropriate use of images on social media.
Procedures

Personal Mobile Phones and Smart watches
· Personal mobile phones, personal tablets and smart watches (which have a camera) belonging to members of staff, volunteers, visitors or students are not used in the main room during working hours. The manager may need to use a mobile in the room for business purposes. This is always within sight of another practitioner and is confined to the manager’s desk area. 
· At the beginning of each individual’s shift, personal mobile phones and smart watches (which have a camera) are stored in the kitchen which is locked and not accessible to children. All staff, students and volunteers’ mobile phones, smart watches, tablets and cameras (when not in use) MUST be stored in the designated container stored in the kitchen. 
· Due to covid-19 staff store their phones in the designated cage in order to limit cross contamination; which will continue as general practice. Staff are prohibited from using their personal mobiles during working hours unless authorised by the person in charge or on a break.  
· In the event of a personal emergency, personal mobile phones may be used in the privacy of the office with permission from the manager. 
· Members of staff ensure that the telephone number of the setting is known to immediate family and other people who need to contact them in an emergency.

· If members of staff take their own mobile phones on outings, for use in the case of an emergency, they must not make or receive personal calls (without prior permission from management) as this will distract them.

· Members of staff will not use their personal mobile phones for taking photographs of children on outings or in the setting.
· Parents and visitors are requested not to use their mobile phones whilst on the premises. All staff MUST challenge parents who ignore our practice. Parents must be directed to the kitchen or outdoors should they continue to use their phone/camera etc. Parents visiting or volunteering in the setting, other than routine drop off and pick up times, will put their phones, bags etc in the designated place in the security of the locked kitchen. There is an exception if a visitor’s company or organisation operates a lone working policy that requires contact with their office periodically throughout the day. Visitors will be advised of a quiet space where they can use their mobile phone where there are no children present.

· All staff/volunteers/student’s coats/jackets MUST be stored in the storage area, to the rear of the building, on the hooks provided.
Cameras and videos
· Members of staff must not bring their own cameras or video recorders into the setting.

· Photographs and recordings of children are only taken for valid reasons, i.e. to record their learning and development, or for displays within the setting. Permission is gained from parents for their child’s image to be included on our website, in pre-school literature and/or Facebook page.
· Photographs or recordings of children are only taken on equipment belonging to the setting.

· Images of children are deleted as soon as they have been processed

· All learning journals are deleted once a child leaves the setting. 

· Camera and video use are monitored by the setting manager.

· Where parents request permission to photograph or record their own children at special events, permission from all parents will first be gained to ensure agreement from all parties. If this is not the case then parent’s will be informed that they can only photograph their own child, avoiding capturing other persons. 
· Photographs and recordings of children are only taken if there is written permission to do so (found on the individual child’s registration form).

Social media

· Members of staff, volunteers, students and committee members will have regard to the setting’s confidentiality policy when accessing social media sites.

· Members of staff will not add parents to their social media. Staff may have social media accounts whereby parents are already on their friends list (former friendships/family members). Staff are not permitted to discuss any pre-school business on social media. Any breaches to our Confidentiality and Data Protection policies will result in disciplinary action being taken. 

· Members of staff are not permitted to engage in social media conversations regarding any pre-school business. Should a parent/carer contact a parent through any form of social media, or email, the manager MUST be informed immediately. Members of staff must not respond through their personal social media site. Parents will use the pre-school mobile device to liaise with the setting with regard to messages.
· Breaches to our Confidentiality and Data Protection Policies will result in disciplinary action being taken.

· Permission is gained from parents for the setting to include pictures of their child/children on our Facebook page and website.
ICT and Internet Access

· All laptops and memory sticks which contain sensitive and private information are passcode protected. 

· Staff are issued a tablet for use in the setting and MUST NOT be used for private use. Staff tablets can only be used in conjunction with Tapestry and for accessing reputable sites and app’s which focus on early learning.  
· Children only access the internet when supervised by a practitioner and will only access reputable sites and/or information sites to extend upon their learning. Children rarely use tablets in the setting as we foster an environment that is saturated with play opportunities. We recognise and embrace that technology is prominent in the world we live in and ensure that access to the use of technology is assessed on an individual basis as we are aware that not all children will have access to technology at home. 
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